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Designed for all audiences, requiring minimal prior knowledge.
These sessions focus on concepts, overviews, and fundamental principles. 
 
Designed for participants with foundational knowledge of the subject.
These sessions explore more complex topics and assume familiarity with basic concepts. 

Expert-level sessions offering in-depth analysis of specific topics.
These sessions demand substantial prior knowledge and experience.

Session categories

Monday, May 19

13:00 - 15:00    

Registration and snack

FORTRESS ARENA 

15:00 - 15:30   

Opening Speech
Nikola Dujmović, CEO, Span
Antonija Vojnović, Span
Hrvoje Englman, Span

FORTRESS ARENA 

15:30 - 16:30   

 
You Can Stop Stupid
Ira Winkler, CYE Security

FORTRESS ARENA 

16:30 - 17:30   

 
The Quantum Threat:
How Secure Is Our Data?
Martin Svik, IBM NCEE

FORTRESS ARENA 

Powered by

17:30 - 19:30

WELCOME DRINK

20:00 – 24:00   

CTRL + ALT + DEFEND:
Hands-On Team Challenge   

OUTPOST ARENA

Powered by Microsoft

General

Advanced

Deep Dive

General

General



15:15 – 15:45   

 
Digital Fraud: A Transversal Issue - 
What Can We Do About It? 
Jona Kulenović, ITN Risk Management 
Consulting

11:45 – 12:45   

 
Agentic AI: Your Enterprise’s 
Greatest Security Asset or Its 
Worst Enemy  
Andy Thompson, CyberArk Labs

15:15 – 15:45    

 
From Dusk till Dawn: Compliance 
in the Cyber Security Era   
Lucia Ana Tomić, Wiener Osiguranje 
Vienna Insurance Group d.d.

12:45 – 14:15 

LUNCH

11:30 - 11:45

COFFEE BREAK

15:45 – 16:00

COFFEE BREAK

21:00 – 02:00

SPAN CYBER PARTY
Centar Gervais - Club Drago 

Tuesday, May 20

09:30 - 10:00 

 
TO BE ANNOUNCED
Security and Intelligence Agency, 
Republic of Croatia  

WATCHTOWER ARENA  

WATCHTOWER ARENA  

FORTRESS ARENA 

FORTRESS ARENA 

OUTPOST ARENA 

OUTPOST ARENA 

OUTPOST ARENA 

| Arena

TO BE ANNOUNCED

TO BE ANNOUNCED

TO BE ANNOUNCED

09:30 - 10:15

 
Threat Hunting Before Anybody 
Knew: How Zeek Became an 
Essential Tool for Network Defense
Robin Sommer, Corelight  

FORTRESS ARENA 

Advanced

10:15 - 11:15 

 
Collective Redress 
Max Schrems, Lawyer, author & privacy 
activist    

FORTRESS ARENA 

Advanced

10:00 – 10:45  

 
The Unknown Gaps Between a 
Recovered Active Directory and 
Entra ID: Controlling the Impact
Jorge de Almeida Pinto, Semperis

WATCHTOWER ARENA  

Advanced

10:45 – 11:30   

 
Microsoft 365 Security with Zero 
Trust Approach 
Matej Klemenčič, Span

WATCHTOWER ARENA  

Powered by Microsoft

Advanced

General

14:15 – 15:15    

 
From the Shadows to CSAM:
How Cyber Threat Actors View Your 
IT and Assets   
Neven Zitek, Span
Ana Buljubašić, Span
Ivan Vrljić, Span

FORTRESS ARENA 

General

General

14:15 – 15:15   

 
From Paper to Practice:
National and EU Cyber Security 
Rules in Action  
Miroslav Kota,
Information Systems Security Bureau, 
Republic of Croatia

Domagoj Javorović,
Information Systems Security Bureau, 
Republic of Croatia

WATCHTOWER ARENA  

General

Advanced

16:00 – 16:30   

 
1on1: Law and Order
Behind the Scenes 
Martina Dragičević, A1

WATCHTOWER ARENA  

General

16:30 - 17:15   

 
Incident and Business Continuity 
Management - Evolution Through 
DORA and NIS2 Requirements  
Tonći Kaleb, DIGITAL TRUST

WATCHTOWER ARENA  

General

16:45 – 17:15    

 
Ransomware: 24 Hours to Defend 
Against a Reputation Hijack   
Mario Aunedi Medek, Val grupa

FORTRESS ARENA 

General

16:00 – 16:45    

 
Geopolitical Cyber Threat 
Intelligence   
Robin Dimyanoglu, OC Payment GmbH

FORTRESS ARENA 

Advanced



12:15 – 12:45   

 
Safeguarding Rights in AI: Impact 
Assessments for a Secure Future   
Karlo Paljug Zorko,
Croatian Personal Data Protection Agency

13:30 – 14:00    

 
Disaster Recovery & Business 
Continuity for the Office 365 
Platform  
Ivan Olajoš, Span

12:30 – 13:15    

 
Demystifying Zero Trust Security: 
the New Future of Cyber Security   
Saša Kranjac, Microsoft, Kloudatech

13:30 – 14:15     

 
No Admin? No MFA? No Problem!
5 Ways to Steal Credentials Without 
Admin Rights    
Andy Thompson, CyberArk Labs

14:15 – 15:00    

Panel Discussion:
Closing the Skills Gap: Finding Your 
Best Path Into Cyber Security   
Paula Januszkiewicz, CQURE
Yaniv Barkai, TripleP
Marinko Žagar, Span Cyber Security 
Center

15:00 – 16:30

LUNCH & CLOSURE

11:30 - 11:45

COFFEE BREAK

13:15 – 13:30 

COFFEE BREAK

Wednesday, May 21

WATCHTOWER ARENA  

WATCHTOWER ARENA  

FORTRESS ARENA 

FORTRESS ARENA 

FORTRESS ARENA 

OUTPOST ARENA 

OUTPOST ARENA 

OUTPOST ARENA 
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TO BE ANNOUNCED

TO BE ANNOUNCED

TO BE ANNOUNCED

Powered by Microsoft

10:45 – 11:30   

 
Do You Want to Run a Malware? 
Harvesting Your Digital Life in 12 
Stages
Mate Matijašević, Span
Zdravko Petričušić, Span

WATCHTOWER ARENA  

Deep Dive

10:00 – 10:45 

 
Breaking Boundaries:
Investigating Vulnerable Drivers 
and Mitigating Risks 
Jiri Vinopal, Check Point Research

WATCHTOWER ARENA  

Deep Dive

General

11:45 – 12:15    

 
Cyber Security: A New 
Fundamental Right for the EU?    
Natalija Babić,
Law Office Natalija Babić

WATCHTOWER ARENA  

General

10:00 – 10:30

 
1on1: Pixi Platform 
Nataša Glavor, CARNET  

FORTRESS ARENA 

General

10:30 – 11:00 

 
1on1: Investing in Cyber Security: 
How to Access Finance?  
Vlatka Marčan, CARNET

FORTRESS ARENA 

General

11:00 – 11:30   

 
Cyber Insurance as a 
Complementary Tool for Mitigating 
Unforeseen Costs 
Krešimir Tomašić, ICRm Ltd.

FORTRESS ARENA 

General

12:45 – 13:15   

 
Contagious Interview - Beavertail, 
OtterCookie and InvisibleFerret 
Vanja Švajcer, Cisco Talos

WATCHTOWER ARENA  

Advanced

11:45 – 12:30    

 
AD Security Management: 
Strategies for Threat Detection and 
Response   
Paula Januszkiewicz, CQURE

FORTRESS ARENA 

Advanced

Advanced

GeneralAdvanced


